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MyID version 11.8 is now available to all Customers and Partners, new and updated capabilities include: 

 

SELF SERVICE DEVICE UPDATE 

Self Service Users can now update their devices 

connected to Windows computers without a request 

being created for them by an administrator or other 

process in MyID - allowing certificates on the device to 

be synchronised with credential profile changes, 

updates to their certificate key history or additional 

identity certificates allocated to their account in MyID.  

This simplifies activities such as rolling out new 

certificate policies or helping end users resolve issues 

without requiring an administrator to intervene in the 

process.  

This feature is available in the Self-Service App. 

CREDENTIAL DATA SNAPSHOT 

Credential Data Snapshot allows a record of user and 

device information to be created whenever the device 

is personalized by MyID, for example at issuance or 

update. This feature is available for MyID PIV and 

MyID Enterprise. 

ENHANCED IDENTITY MANAGEMENT FOR PIV 

A range of new and enhanced features are available 

to provide comprehensive enrollment and 

adjudication processes for FIPS-201 PIV Credentials. 

• 10-Slap fingerprint enrolment 

• Fingerprint de-duplication with Aware Astra 

ABIS  

• Unique User ID generation service  

These features are available for use 

with MyID Operator Client and require additional 

software to be installed onto your MyID environment. 

Please contact your Intercede account manager for 

further details.  

 

 

 

USER DATA APPROVAL 

MyID PIV Enrollment processes have been enhanced 

to make user data approval stages, which mark 

completion of all enrolment activities a distinct 

operation in Operator Client. This allows role 

separation rules to be enforced, where additional 

permissions are required to make this decision. It also 

creates a dedicated audit record in MyID, providing 

easier traceability for this stage of the business 

process when undergoing PIV audit inspections. 

DOCUMENT SCANNING 

Document scanning during PIV Enrollment processes 

has been refreshed, for use with MyID Operator Client. 

The enhanced features also include the ability control 

scanner settings such as image size, resolution and 

colour, as well as capturing multiple pages from the 

scanner and adjustments such as rotating scanned 

images.   

INTEGRATION 

The following additional devices and enhancements 

are now supported: 

• Thales IDPrime 931 FIPS 140-2 L2 

• Thales IDPrime MD3940  

• PIV 9E Key Diversification for IDEMIA ID-One 

PIV 2.4.1 on Cosmo V8.1 

Please refer to the documentation provided with the 

MyID v11.8.0 product release (available on the 

Customer Portal) for further details on the new 

features and which are applicable to your variant of 

MyID. 
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