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MyID version 11.6 is now generally available to all Customers and Partners, new and 
updated capabilities include: 

 

NEW FEATURES 

Mobile Authentication – MyID now ships 
with an innovative new authentication 
service enabling mobile devices to be used 
as secure access keys to corporate 
resources. 

A new MyID Authenticator app is 
provisioned with a PKI-based digital identity 
by MyID and is used to authenticate the 
user to the MyID authentication service by 
PIN, Touch ID or Face ID.  

The Authentication service connects to in-
house access control systems via a plug-in 
to Active Directory Federation Services, 
REST APIs are also provided for integration 
with additional identity management 
infrastructure components. 

MyID mobile authentication supports 
corporate issued and end user owned 
(BYOD) scenarios and combines high levels 
of security with a simple user experience. 

Mobile identities can be issued via a self-
service derived credential process, or by an 
operator-led process. 

New Operator Client – A new browser 
independent client is provided for MyID 
Operators, supporting people operations 
and request management. 

The client has an improved user experience 
enabling operations to be performed 
directly from a person landing page, 
reducing the number of steps required to 
perform operations. 

The client also benefits from improved 
performance due to the REST API based 
architecture and modern React based 
client. 

Further operations will be migrated to the 
new client in future releases of MyID 

Windows Hello for Business – MyID now 
supports issuing of certificates to a 
Windows Hello for Business (WHfB) 
protected device. 

Capabilities include issuing of new 
certificates with keys generated on-device 
(e.g. for signing or authentication) and the 
recovery of archived encryption keys (e.g. 
for reading encrypted email) 

MyID can issues certificates to WHfB from 
any supported certificate authority and can 
also trigger the WHfB enrolment process if 
the device is not already enrolled 

INTEGRATION 

The following additional third-party systems 
and devices are now supported: 

• Gemalto ID Prime MD930 and 
MD3930 smart cards 

• Symantec (Digicert) MPKI v8 
• Windows 10 version 1909 

Please refer to the documentation provided 
with the MyID v11.6.0 product release 
(available on the Customer Portal) for 
further details on the new features and 
which are applicable to your variant of 
MyID. 
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